Here is an example of a recent phish attack at UAB and the suspicious items that should tip you off.

**Actual Sender Email**
- Multiple Fonts
- No UAB Logo

**Actual Sender Email on Hover**
- No Professional File Name

**Remember**
Keep an eye out for:
- Spelling & Grammar Errors
- Sender’s Address
- Sounds Too Good To Be True

Beware of unsolicited messages containing:
- Attachments
- Links
- Login Pages

**What to Do When You Receive a Phish:**

**Stop**
Don’t click any links or attachments.

**Report It**
Use the PhishMe button in Outlook to report the phish email.

Visit uab.edu/phishing for more information.